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2. QE2™AY} 2HEE 6L 715 &=

Ol HOIAM= NISTZF MAlSt 04 7HX] 7Is, & AHEAA £Z(Govern), 21 A (Identify),
23 HA 2=(Protect), EXl(Detect), tHES(Respond), £ (Recover)7t QEIZ|I AL O{EH|
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Jls2 Ehedl 71aX ZA| LIZE0| ofLlzt, =Z0| 2IY 2EE Oldist 8 dHS KIHHo=Z

SSAZI7] A 22l MAZ 280 UL

Incident
Response

Lessons
Learned

(Identify) Improvement

- - * = oy

A AOIH EHOF AT 2.00 7|2kt EGHALLD S MHEFV| RE
(ZAM : NIST, "Incident Response Recommendations and Considerations for Cybersecurity
Risk Management: A CSF 2.0 Community Profile", NIST SP 800-61 Rev. 3)
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(2) Detect, Respond, Recover: AtZ EHX| CHES I 3 CHA|
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1. AtOIH 2I® QIZE2[HAL| JHE

AHOIH 2IF QIEMZ|MA(Cyber Threat Intelligence, CTl)= thad| & XIE(Indicators of
Compromise, IOC)E £Z&dte 7I&X ga2 HO, Y HRAKte| M2k Mz, J|He 2Astn
0|2 HIYOZE XX 18 H2F2 TEstsHE X4 MIAOICH QRZ|MAE EoHAtD CHSQl 2
CHAOIA ARl QAIEE QAR

PN
x|
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CIEIB|MAE 1O & =Xt Ho M2t '™M2FE QIEE|MA(Strategic Intelligence)’,
WA QIEMZ|MA(Tactical Intelligence)’, '2FH& QEE|MA(Operational Intelligence’)@l

Ml 7tXl &£&0=2 JEEIC}

]

01
Strategic Threat
Intelligence

Tactical Threat

3 WAYS

TO DELIVER THREAT Intelligence
INTELLIGENCE
03
Operational Threat
Intelligence

A AMOIH 2" QEz|MASl =X 3 —HR| [IHE 22
(EA : Fortinet, "Cyber Threat Intelligence: Defending Against Evolving
Cvber Threats")
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